
 
 

 

Understanding the digital world: Parent Quiz 

 
ANSWERS 

1. C Digital resilience isn’t about being a tech expert and knowing everything there is 
to know about the online world. Digital resilience is about being able to handle 
the challenges and embrace the opportunities that the digital world can bring. 

 2. D  

 

Live streaming is the broadcasting of real-time footage for other people online to 
watch. 

3. A  

 

Online ‘trolls’ are those who are abusive online or write comments to provoke 
someone and start an argument. 

4. D  

 

Facebook makes money through advertisers. 

5. B  

 

Sites with all these functions are usually an indication that they’re safer. 

6. D  

 

If someone is harassing your child online, you can report it to the service 
provider and block them. 

7. B  

 

Giving away the name of their school in a public space can leave your child 
vulnerable and would mean strangers would be able to locate them if they 
wanted to. 

8. B  

 

Phishing scams often appear as popups when you’re browsing a website or 
emails from unknown senders. 

9. D  

 

A, B and C all indicate that an online space may be riskier. Whether or not there 
are many images isn’t relevant when it comes to finding safer spaces online. 

10. B  

 

Many online accounts now encourage you to activate two-step verification to 
provide an extra layer of security. 

11. C  

 

It is important to avoid sharing offensive posts online, even if it is meant to be a 
joke. The original post may come from an organisation inciting hatred, and 
perhaps even violence, against others. 

12. C It’s not always easy to spot if a website is reliable or not, but there are some 
clues to look out for that can help. 

 

 


