
 
 

 

Be safe online: LEVEL 3 

Some websites might try to get you to share information that is personal or may just 

contain unreliable information. Knowing how to spot the risky places online can help you 

stay safer and have more fun. 

TASK 1: Decide which category the following statements fit under. 

 Phishing 
scam 

Fake 
news 

Risky 
contact 

Safe 
contact 

Hey, what’s your name? Add me to private chat…       

WINNER! Click here and enter your email address 
and password to claim your mystery prize! 

    

Hello! The cinema was fun. We should meet up 
again soon. Take care! 

    

Nice photo! Want to be friends? Add me.     

Hey! It’s me! Can I borrow your trainers for sports 
day? Thanks! 

    

You’ve won a new smartphone! You have 60 
seconds to fill in your personal details! 

    

Hey. Where are you from? How old are you? 
Wanna chat? 

    

CONGRATULATIONS! You’ve won $1 million! 
Hurry! You must claim your prize NOW! 

    

A study by scientists finds that giant otters can 
speak Spanish.  

    

What school do you go to? Wanna be friends?     

5 hamburgers a day is good for you, says 
Hamburger Association.  

    

Did you know that you are owed $100? It’s quick 
and easy to claim it back. Just click here.  

    

Have you got my science textbook? Did you pick it 
up by accident in class? X 

    

TASK 2: Write a short definition in your own words for: 

1) A phishing scam 

…………………………………………………………………………………………………….. 

2) Fake news 

…………………………………………………………………………………………………….. 

TASK 3: Discuss: What is the difference between a phishing scam and fake news? 


